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Identity Resolution and Transcoding
for Customer-Obsessed Marketing

The Customer Data Challenge

The decline of cookies and the rise of global consumer privacy regulations have driven marketing
teams to focus their hopes on new cloud-hosted data infrastructure. These teams understand that a
powerful Single View of Customer built from fragmented customer touchpoint data can help solve the
growing challenges in maintaining data quality, enhancing personalization, and consistently
measuring and optimizing engaging experiences over the entire customer journey.

Yet many challenges exist for these off-the-shelf infrastructure solutions:

o Most have poor identity resolution and data enrichment capabilities, along with a risky reliance
on non-durable device identifiers or simplistic hashed emails approaches, which can create
universal trackable identifiers that privacy teams are warning of.

e Most don’t plan beyond acquisition of first-party assets, leaving unresolved the necessities
for a secured identity that can enable collaborative measurement and partner activation
without sharing personally-identifiable information.

Scalable Privacy-Conscious Identity-on-Demand

Our solution embeds the intelligence of LiveRamp's industry-leading identity resolution graphs
into two new Snowflake Native App solutions to address these challenges:

LiveRamp Resolution

This native application performs identity resolution using consumer touchpoint fragments
with device identifiers. Using LiveRamp’s longitudinal person-based identity graph, this
application is a perfect preprocessor for many data consolidation projects.

Using LiveRamp’s industry-leading person-based technologies, your CDP or resolution logic is
made substantially easier and more accurate! [In an example customer test, LiveRamp’s identity
resolution increased a client’s rule-based data consolidation rate from 30% to over 85%.]

This solution ingests emails or device identifiers and produces pseudonymized records with
RamplDs, which can be globally trafficked, measured and joined across the programmatic
ecosystem, walled gardens and measurement/service partners.

LiveRamp Transcoding

This solution translates RamplDs between partner name spaces to connect data for shared
and permissioned analytics, measurement and data modeling.

RamplDs assist data security by creating different identity spaces for each client brand. When
partner brands want to collaborate with Snowflake’s shared views or clean rooms, LiveRamp
Transcoding creates a new collaborative identity for partners to use for analytics on combined
data without sharing or exposing personally-identifiable consumer information from either
partner.

This solution converts a brands segment of RamplDs directly into a partner’s identity namespace,
or a private collaborative namespace. This unlocks effective data collaboration for measurement,
modeling, clean rooms and data creation projects.

LiveRamp Identity Resolution LiveRamp Identity Transcoding
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* email support planned for Summer 2022
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RamplD’s Ecosystem Powered by

Privacy-Conscious Consumer ldentity

LiveRamp’s Partner Network is Unrivaled

550+ platforms integrated

TECH
PLATFORMS

30+ platforms in Advertising ID Consortium

100+ platforms as customers

180+ data providers through RamplD
150+ data sources DATA
PROVIDERS

45+ years of historical contact data

20+ countries

4 Trillion consumer records
processed per month

200M+ unique matched
digital ID’s active in US

LiveRamp is a Leader
in Privacy & Security

LiveRamp is Approved by these industry bodies

for Privacy and Security

Data Ethics
Leadership

LiveRamp's privacy
compliance is led by a team
of privacy experts based in
the EU under the supervision
of LiveRamp's European
Data Protection Officer.
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LiveRamp as

a Processor

Acting as a data processor,
LiveRamp will only process
data on documented
instructions from its clients
and enforces strict retention
period of directly identifiable
personal data.

Recurring
Compliance Audits
LiveRamp has adopted
security standards SOC 2 &
ISO 27001.

LiveRamp are reviewed
initially, and then annually
thereafter, to ensure
compliance.
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Compliance and
Active Participation:
Industry &
Regulatory Bodies

LiveRamp works closely
with applicable industry
self-regulatory bodies and
monitors guidance and
developments regularly to
ensure our policies evolve.

60% of US market share is
represented by US grocery and big

PUBLISHERS

180+ publishers representing
1500+ properties

Trusted Partner
to Publishers &
Consumers

In 2019 LiveRamp acquired
Faktor, an industry leading
CMP to help publishers and
consumers navigate the
complexity around
compliance.

You can reach us at info@LiveRamp.com

5 of top 10 programmatic agencies

18 of top 20 publishers as partners

Data §
Marketing
Association

6 of 6 global agency holding companies,
4 of which are enabled by RampID

Privacy by

Design

In-platform data protection
concepts:
Pseudonymisation; Purpose
Limitation; Data
Minimisation; SAR. Only
pseudonymised data is
retained and partners
specify what data is shared
for what purpose and for
how long. Semi-automated
processing of SARs.
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